
Fusion Security
Bundles V24
Proactive protection
for your staff and
network

Cyber Essentials Accreditation included
with our standard and premium bundles



Products Premium

£96.94

Standard

£26.94

Most popular package

PRICING IS PER USER PER MONTH

Most popular package

Basic

£16.35
PRICING IS PER USER PER MONTH

MDR (EDR + SOC)
A managed security service that uses analysts 
to continuously detect & contain threats.

Email Protection
Smart filtering & URL analysis to protect your 
inbox from malicious activity.

Patch Management
Automated detection & deployment of
software updates to plug gaps in security.

SaaS Backups
Cloud backup & recovery of critical data to
ensure business continuity.

Password Manager
Centralised management of passwords to
simplify logins & protect against breaches.

Domain Filtering
Domain analysis that prevents access to
potentially harmful websites.

Security Awareness Training
Security Awareness Training (SAT) to enhance 
employee understanding of threats.

Dark Web Scanning
Probing for exposed employee & company
information on the Dark Web.

Cyber Essentials Accreditation
Government-backed scheme to help you
guard against online threats.

Ransomware Detection & Response
Ransomware detection & device isolation to 
prevent infections from spreading.

Vulnerability Scanning
Network scanning to expose areas of 
vulnerability to cyberattack.

Penetration Testing
Simulated attacks to identify security 
weaknesses in your system.

SIEM
Monitoring/analysis of data for
comprehensive threat detection & response.



Cyber security
Protecting your data with an
‘always-on’ security mentality, 
including awareness training for 
users to help them recognise 
suspicious activity.

MDR (EDR + SOC)

Managed Detection and Response (MDR) is an 
automated and continuous assessment of your 
networks and data with additional support from 
human analysts. MDR proactively monitors, detects 
and responds to threats across your system, 
minimising the risk of damage, reducing costly 
downtime and enhancing your overall security.

Email Protection

Email protection software acts as a multi-layered 
defence for your inbox, safeguarding against threats 
like malware, phishing, data leaks, and spam. 
Employing extensive filtering, attachment analysis, 
and threat detection, it ensures that only legitimate 
senders and messages reach your inbox, minimising 
risks and enhancing overall security.

Patch Management

Patch management is a process that involves the 
identification, testing, and deployment of software 
updates (patches) across your entire IT 
infrastructure. This addresses vulnerabilities, bolsters 
system stability, and improves performance, 
protecting your organisation's valuable data and 
ensuring business continuity.

SaaS Backups

SaaS backups is a system that saves regular copies 
of your critical data to a cloud-based location. This 
ensures faster recovery by safeguarding against 
accidental deletion, service outages or cyberattacks. 
By enabling swift restoration, SaaS backups minimise 
downtime and disruption to your customers, 
protecting your operations and your reputation.

Password Manager

Password managers offer secure and convenient 
organisation of your account access data from one 
location. They store passwords for all accounts, 
eliminating the need to remember countless logins. 
Auto-fill functionality simplifies the access process, 
while password generation and breach monitoring 
ensure greater protection from cybercriminals.

Domain Filtering

Domain Name System (DNS) filtering protects 
organisations and individuals by analysing a 
website’s domain for potentially harmful material 
before it’s accessed. If a website is deemed unsafe, it 
will be unavailable until further investigation is made. 
This gatekeeping technology protects employees 
and your network from harm.



Security Awareness 
Training

Human error is the cause of a significant number of 
data breaches each year so we offer Security 
Awareness Training (SAT) to teach employees about 
the common threats that they’re likely to face. By 
fostering a culture of vigilance and understanding, 
organisations strengthen their defences, minimising 
risk and defending sensitive data. 

Dark Web Scanning

Dark Web scanning utilises specialised tools to scour 
hidden internet networks. This widespread analysis 
aims to identify leaked information and potential 
threats associated with an organisation or 
individuals. It offers valuable insights for proactive 
threat mitigation and risk assessment, reinforcing an 
organisation's overall security position.

The risk of a cyberattack is greater than 
ever as threats become increasingly 
sophisticated and people-targeted.

Our multi-layered approach helps 
detect phishing attacks, ransomware 
and other processes used by bad actors 
to gain access to your systems. Fusion 
also provides employee awareness 
training to help your people recognise 
and remain vigilant against attacks on 
your business.

Vulnerability Scanning 

Vulnerability scanning is the internal and external 
assessment of your technology in search of areas 
vulnerable to attack. Internal scanning examines the 
security within your organisation such as devices and 
databases. External scanning is the evaluation of 
security outside your organisation such as web 
applications and public-facing servers.

Penetration Testing 

Penetration testing examines the effectiveness of 
your security controls by mimicking the methods of 
cybercriminals. Through mock attacks, we’re able to 
identify internal and external weaknesses in your 
system and defences, enabling you to strengthen 
your security measures and protect yourself more 
effectively against real cyber-threats. 

SIEM 

Security Information and Event Management (SIEM) 
is a system that monitors, collects and analyses data 
to provide comprehensive detection and response to 
threats. SIEM identifies abnormal activity and 
potential security breaches in your network, which 
enables you to respond quickly to incidents, 
bolstering your overall cybersecurity posture.

Cyber Essentials is a UK government-backed scheme 
that helps you introduce specific lines of defence to 
protect against the most prevalent forms of 
cyber-attack. By obtaining your Cyber Essentials 
accreditation, you demonstrate your commitment to 
cybersecurity best practices, reassuring clients and 
stakeholders of your digital security measures.

Cyber Essentials 
Accreditation

Advanced Ransomware Detection monitors for 
crypto-ransomware on devices by analysing files 
and alerting you if an infection is found. If 
ransomware is detected, the system isolates the 
infected device and tries to prevent it from 
spreading to other devices or areas of your network, 
reducing the severity of the attack.

Ransomware
Detection & Response

Our experts help to reduce risk, 
reinforce your systems and increase 
your awareness of threats.



We guarantee you a 
friendly, business-focussed 
approach to managed IT 
support, delivered by an 
expert team who are always 
prepared for new technical 
challenges thanks to our 
on-going investment in staff 
training and development.

What sets us apart at Fusion, is the premium 
we place on strong client relationships. 
Because to provide the right level of support 
for your users and the right strategic advice for 
your organisation, we need to understand the 
inner workings of your business – from the 
applications you use to the growth goals you 
set yourself.

Your IT experts
Fusion has been providing managed IT services to 

SME businesses since 2005. Our expert team 
supports the daily use of technology by our 

customers, protects their systems with robust 
cyber security defences and delivers new IT 

solutions in a strategic, timely and 
cost-effective manner.

Our comprehensive range of IT services has
been designed to protect your business and 

keep users operating effectively, because 
when systems fail, costly downtime and 
reputational damage can be the result. 



Get in touch
Send us an email, give us a call or drop by 
for a visit. Either way, we look forward to 
speaking with you.

          Address: Rivermead House, Bishop
          Hall Lane, Chelmsford, Essex CM1 1RP

          Phone: 01245 455510

          Email: info@fusion-ts.com


